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Chapter 1t General Provisions
| Article 1: Basis

i (1) This Regulation 1s 1ssued by Da Afghanistan bank pursuant to the article 12 of Anu-Money
| laundering and Proceeds of Crime Law

(2} This KYC Regulanons will be implemented if in conflict with other KYC regulations.
Article 2: Objective
This Regulanion is aimed to achieve the below objectives:
L. T'o outhne and centrahize Know-Your-Customer (KYC) rules that were previously
specified across multiple DAB legal documents

2. o guide Banks, Non-bank financial insticutions, Mils, FXDs, and MSPs o denufy
thelr customers properly and when to apply customer due dilivence and enhanced due
propery ) g
diligence; and

3. To simplhity and clanfy KYC processes for all financial institutions
4 To specaty the basis that Banks and Mbls comply with requirements of artcle 12 of And-
Money Laundening and Proceeds of Crime Law; and

To ensure that the all financial institutions comply with FATF's recommendations 10,11, and 12
which mdicates the need for customer identficatons and CIDID measures.

Article 3: Scope and Application

Afghanistan adopted money laundenng and terrorist financing measures with enactment of Money
Laundenng and Proceeds of Law approved on 1/05/1393 and Counter Financing of Terronst Law
approved on 17/06/1393 | which criminalized money laundering and terronist financing 1n - the
country. This procedure shall apply to all the Banks and MFls nyu]md by Da Atghanistan bank as
well as those that are reportable to FinTRACA.

Arucie 4: Definitions
Lhe rerms and expressions used in this regulation shall have the same meanings assigned 1o 1t the
above listed laws and regulations as the case may be, unless otherwise defined in this regulation:
I, Money Laundering: shall mean the offence set forth in Arucle 4 of Ant Money Laundering
and Proceeds of Crime law;

2. Terrorist Financing: the offense us defined in Article 4 of Combaring Financing of Terrorisim
Law;
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5. Financial Institutions: means any natural or legal person or entity - including banks, MFls,

FXDs, or MSPs - who conducts as a business one or more of the following actvides or
operatons for or on behall of a customer;

4. Suspicious Transaction Report (STR): shall mean as set forth in Ardcle 18 of Anti Money
Laundenng and Proceeds of Crime law and article 19 of AML/CEFT Responsibilities and
Preventative Measures Regulation;

5. Large Cash Transaction Report: shall mean as set forth in Arvcle 17 of Aau Money
lLaundering and Proceeds of Crime law and article 20 of AML/CFT Responsibilities and
Preventative Measures Regulation.

6. PEP (politically exposed person): means any natural person who is or was entrusted with
a prominent public funcuon in the Islamic Republic of Afghamstan or a fmwsv DLLQUNLYY, OF A
1)(:1‘\’()!1 \\*ho 15 or h:m bun entrusted mm a pmmmmt tuncmm i an. mccmamcmwi\l‘
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U Occasional Transaction means any tansacton that is irutiated by a customer who 1s not a
regular customer of the financial msurunon. In the case of deposiory insuruuons, all
tansactions intated by customers who do not have a deposit account are to be considered
occastonal transaction.

,“

. Beneficiary for purposes of a trust means, the person or persons who are entitled to the
benefic of any wust’s arrangement. A beneficiary can be a natural or legal person or
arrangement. All wusts (other than chanable or starurory permitred non-charitable trusts) are
required 1o have ascertainable beneficiaries.

11, Originator means the account holder, or where there 15 no account, the person (natural or

legaly that places the order with the bank or financial institution to perform a wire wansfer.

Chapter 2: Know Your Customer (KYC) Requirements
Article 5: KYC General Principles
The KYC princples shall apply to all financial nsurutions: Banks, MSPs, FXDs, IEMIs and Pls.

Article 6: KYC General Requirements

The following descnbes the requirements to be considered by financial instwutions before opening

accounts, establishing relationships and process wansactons:
(1) Financial insurutons shall not open or mainrain an anonymous account Or an account in
fictinous names;

2y Non-bank mstitutions must set up a registraton system for the idenuficanon of thew
customer and establish the idenuty of customers when performing any transactions for
them;

Article 7: Natural Person Customers KYC Requirements
(1) The mformaunon requirements below are tered based on the amount kept m the account
and/or the wansaction amount. At cach level, the requirernents are additve, re. the
requirements of the p

s ter must be fulfilled 1 addition to the nev
Reguirements

0 250,000 Name, address, occupation, and contact number

requirement

250,001 500,000 1D card copy

500,001 1,000,000 Tazkeera/passport copy, source of fund, purpose of transacion
1,000,001 3000000 Supportng documents
3,000,000 - Beneficial owner

(2) The KYC requirements table for natural persons is summarized in Avachmenr No. 1 of this
regulanion.

(%]

Supportng documents for source of fund and purpose of vansacton ncludes: emplovment
1D, Bank sttement, employment contract, bills and inveices, title deed, s=al estate

documents, business hicense & AQA 10 case the income is from business, or any other

~

locument thay supports source of fund or purpose of the transacrons,

Article 8: Legal Person Customers KYC Requirements
(1) The mformation requirements below are tered based on the amount kept in the account
and/or the transaction amount. At cach level, the requirements are additive, fe. the

lin

frements of the previous der must be fulfillec ddition to the new requiremen

250,000 Name, address, contact, autherized person identty information

sy
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250,001 500,000 Valid business license
500,001 1,000,000 Information on source of fund, purpose of transaction,
authorized person 1D copy
1,000,001 3,000,000 Transaction supporting documents
3,000,000 - Articles of Association, Beneficial Owner

2y The KYC requirements table for legral persons is summarized in Attachment No. 1 of this
regulaton.

(3) Supportng documents for source of fund and purpose of transaction includes: invoices,
bills, bank statement, contract, title deed, real estate documents and any other document
that support the source of fund or purpose of transacuon.

Article 9: Identification and Verification of Beneficial Owner
(1) Bank, Non-bank finanaal insticuton (NBEFI) must take reasonable measures to determine if
a custonner s uciing on his/her own or on behalf of one or more beneficial owners. 1f a
Banks and NBFI determines that the customer is acting on behalf of one or more beneficial
owners, Banks and NBFI should take steps to verify the identity of the beneficial owner(s)
by using relevant informarion or dara obrained from a reliable source such that the Bank
and NBFT 1s sansfied thatit knows the identiry of the beneficial owner(s). The infarmation
to be obtained on a beneficial owner should be consistent with the requirements outlined in
Attachment No. 2 of this Regulation;
(2) The below documents confirm the Beneficial owners:
Tazkira/Passport
Arncle of Associaton

=

Employment card

.
Led

For customers that are other legal endues or legal arrangements, Banks and NBEFL should
take adequate measures to understand the ownership and control structure of the customer,
ncluding the ulumate narural person who owns or controls it as described below:
1. With respect to such legal entities, identification should be made of cach natural
person that
a. Owns or controls directly or indirecty more than 10% of the legal entiry;
b. s responsible for the management of the lepal ennity; or
c.  Lxercise’s control of the legal person through other means.
2. With respect 1o legal arrangements, identification should be made of the settlor,
trustee, protector, and beneficiary or of persons in similar positions.

Article 10: Politically Exposed Persons
Banks and NBFI shall establish appropriate risk management systems to determine whether a
customer or benefieial owner is a politically exposed person (PEP) and if so, the following addinonal
customer due diligence measures should be applied:
(1) obtain approval from senior management before establishing or continuing a business
relationship with such a person or beneficial owner;

(2) for PEP, the required documents is employment [1) card
(3) take all reasonable measures to identfy the source of wealth and funds of customers
and beneficial owners identfied as PEPs: and
1. apply enhanced ongoing monitoring to the business relationship.
2. Procedures for determining whether a customer or beneficial owner is a PEP;

should mclade:




3. secking relevant mformation from the customer or beneficial owner;
4. accessing and reviewing available information from any reliable source about
the customer or beneficial owner;

U

accessing and reviewing commercial electronic databases of PEPs, if available;
and

6. Accessing and reviewing the FINTRACA's non-confidential information if
avatlable on PEPs which should not be the sole source of information.

Article 11: Enhanced Customer Due Diligence (EDD) and High-Risk Measures

(1) Banks and NBFI should examine, including by secking addigonal mnformation from the
customer, the background and purpose of all complex, unusual large transactions, and all
unusual patterns of transactions, which have no apparent cconotic or lawtul purpose. Such
information to be obtained can include information on the nature or reason for the
[EANSACHON.

(2) Where the risks of money laundering or terrorism financing are high, Banks and NBF shall
conduct enhanced CIDID measures, consistent with the risks 1ch,nuhcu. In parucular, they
should ncrease the degree and nature of monitoring of the business relationship and
transactions and accounts, in order to determine whether those fransacrions or actvitdes
appear unusual or suspicious.

ol

Eohanced CDD measures thar should be applied for higher-risk business relationships

wclude, but are not limited o the following:

L

L. Obraining addidonal information on the customer (z.g. occupation, volime of

assets, available information on the customer), and updating more regularly the

identification dara of customer and beneficial owner:

2 Obtaning additonal nformaton on the intended nature of the business
relatdonship;

3. Obtamning information on the source of funds or source of asscts of the customer;

4 Obuaining informaton on the reasons for intended or performed transactons:

5. Obramning the approval ot senior management o commence or continue the
business relarionship; and

0. Conducung cohanced monitoring of the business relationship, by mm‘m:ing the

number :md aming of conwols Jp])l]Ld, and selecting parterns of wansacrions that
need further examipaton.
() Enhanced Due Diligence should be applied to higher risk customers ar ¢

b stage of the
CDLY process and on an on-going basts.
(5) Lnhanced CDID procedures for business relaionships with natural persons not
phvsically present for the purpose of idenufication should mclude:
1. Ceruficanion of documents in line with relevant Laws and Regulatons;
2. Requisition of addidonal documents and development of ndependent verttication
measures and/or contact with the cusromer.

Article 12: Simplified CDD ML and TF Risks
(1) Banks and NBFI may apply simplified customer due diligence procedures upon under taking
a documented risk assessment of the customer relatonship;
(2) Suplified CDL may be applied for transactions based on the analysis of the financial institurion;
(3) The general rule is that customers must be subject to the full range of customer due dzhgcm

measures as provided in this Regulatuon. In certain cireumerances where the risk o1 . m\snc-
laundering or terrorist fumnumg s lower, as derermined by a risk assessment Lmd«?rm]wn,hy




the financial institution, where informaton on the identity of the customer and the beneficial
owner of a customer is publicly available, or where adequate checks and controls exist
elsewhere in national systems, simplified measures may be employed;

(4) Banks and NBFI shall not apply simplified CDD measutres whenever there is a suspicion of
money laundering or terrorism financing or when the customer has a business relationship
with or in countries as mendoned in Attachient No. 2 of this regulatdon.

(5) Where requested by DAB, Banks and NBIFI shall submit the undetlying risk assessment and
basis for the application of simplified customer due diligence and shall make the documents
of the assessment processes and procedures related to risk assessment available to Da
Afghanistan Bank:

1. The simplified CDD measures should be commensurate with the risk factors.
2. Where the risks have been identified as low, possible simplified CDD measutes could
include, but are not limited to the following:
a.  Reducing the frequency of customer identification updates; and
b. Reducing the degree of on-going monitoring and scrutinizing transactions.

Arsticle 13: Delayed Customer Identification Verification
(1) Banks may engage in the business relatonship with the customer prior to the completion of
the customer verification process outlined in this Regulation provided all of the following
circumstances are met:
1. when the verification occurs as soon as reasonably practicable.
2. when it is essential not to interrupt the normal conduct of business.
3. when the ML and TF risks are effectively managed.
(2) Banks shall adopt risk management procedures with respect to the conditions under which
a customer may utilize the business relationship prior to verification;
(3) These procedures should include a set of measures to manage the ML and T'F 11sks and such
measures could include:
limitation of the number, types and or number of rransactions that can be
petformed,;
- the monitoring of large or complex transactions being cartied out outside the
expected norms for that type of relationship; and
Banks should include in their risk management procedures Loncunmgr delayed customer
venfication a set of minimum requirements such as a limitation on the number, types or
number of transactions that can be performed by the customer.
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Article 14: Additional requirements for Customer Information
(1) Banks and NBFI must gather and maintain customer and beneficial owner(s) information
throughout the course of the business relationship. Documents, data, or informartion
collected under the CDD process should be kept up to date and relevant by underraking
reviews of existing records at appropriate times as determined by che Financial Institutions,
for example when:

. A significant transaction is to take place;

2. There is 2 material change in the way the account is operated or transactions
begin to deviate from the usual patrerns; :

3. Information held on the customer is insufficient to enable the Banks and MELs
to understand the nature of the business relationship or tmnsacrmn;; bp Lo,
conducted, o : K

(2) Inadditon to the requirements of Article 12 of the AML & PC Law, in tht; ch

‘




persons, Banks, NBFI must ensure:

. that business and company registration and licensing documents are current and
remain valid throughout the duraton of the relationship.
that they obtain updated financial statements from customers.
that taxation information {copy of tax returns and ceruficadon) is obtained and
updated on an annual basis.

s 12

4. Thavall transactions above 1,000,000 AFN or its equivalent into other currencies
conducted by customers are accompanied by required supporung documents;
and

N

All transactions including deposits, conducted by customers shall contain

supportng documents showing source of fund, purposc of tansacton and any

other required supporting documents.

(3) Banks, NBI and MFIs should apply the CDD requirements of this regulation to existing
customers on the basis of materiality and nsk.

(4) The KYC/ account opening forms should be prepared by financial insututon, and filled

e

out by customer in any of natonal kinguages of Afghanistan unless the customer is a foreign
cluzen.

(W
—

Banks, NBI* and MFIs should review and update KYC and profile of their customers when
there are changes 1n customer’s profile, activity or transaction, business nature and
management structure. When there are no changes in the above-mentioned areas the KYC
and profile update of customers shall be done as following:

1. Oncen a vear tor high-nsk customers;

2. Once 1 two vears for medium risk customers; and

3. Once 1n three vears for low-risk customers.

(6) Banks, NBEF and MFts should screen their customers against sanchons lists before opening
accounts/ estabhishing business relatonships and processing thetr transactions. Banks, NBIF
and MPIs shall ensure that individual accounts are not used for commercial /business
purpose. If such case is found, it shall be immediately reporied to FInTRACA.

P =

All financal 1nstitutions shall collecr and keep customer 1dentification informaton and
evidence and shall revise and update on regular basis,

Article 15: KYC Requirements for EMI transactions
(1) Elecronic money instrutions (EMIs) shall require 1o know the through wlentity of their
customer, distnburer, Super-agent, Agent, Merchant, Parters as per Attachment No. 2 of this
regulation.

(2) Transactdon and E money balance limitation, EMT entities offering mobile money services are

required to enforce the {ollowing rransaction Jimi

Busmess Business No limit No limit
Business Peer (Consumer) No lini No limit

Peer (Consumer)  Peer (Consumer) AFN 50,000 20 Transacuons
Peer (Consumer)  Business No limir 20 Transactions
UN Agencies Peer (Consumer) AFN 250,000 I Transacton
Government Peer (Consumer) ALN 500,000 1 Transacton
Peer to Cash AN 100,000 10 Transactic




(3) DADB may amend these limuts from time to time, at its sole discretion, by official circular, and
not by further amendments to this regulation.

{(4) NGOs work as UN agencies in humanitarian cash-based assistance needs to be specified by
UN orgamization and to be shared with DAB and related EM]s.

(3} Liast of individuals who need humanitarian cash based financial assistance should be stamped
and approved by UN organizations before sharing with EMIs for further processes.

(6) Simple Customer Identfications (IDs) shall mean any of the following:

1. Any government-issued document or idenrity card that is specific as to the holder
thereof
Any UN organizatons [D that proof the idenuty of the customer.

w1

Any device or pracuce, whether customary or otherwise, that specifically distinguishes
or identifies an individual; or
Otherwise consistent with relevant AML/CET regulations;
5. DAB may amend these lmits from time to tme, at its sole discretion, by official
circular, and not by further amendments to this regulation;
0. 1Ds may also include elecericity bills and lerters from village or districr councils;
Non-phoro 11D mav be accepted as 1D for women only
8. Simplified customer due diligence is required for transaction amount is less than or
equal to AFN 200,000
(7) EMI has to apply proper due diligence for the partes involved in P2C (peer 1o cash)
ransaction.

Article 16: Review and Revision of Regulation
This regulanon will be reviewed and revised /amended

, i needed, at least annually or if and when
deemed necessary. The supreme counctl of Da Atghanistan bank will approve the amended version
of this Regulaton,

Article 17: Enforcement

This regulation shall come o effect pursuant ro its approval by DAB Supreme Council,
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Attachment No. 2: High-Risk Situations Requiring Enhanced Customer Due Diligence
(1) When assessing the money laundering and terrorist financing risks relating to types of
customer ransactons

inancial instutons can have regard to the following potenually

s, countries or geographic areas and particular products, SErvices,

or delivery channels,

higher risk struations that would require the application of enhanced customer due

diligence:

1. Customer risk factors
a. The business re lxmm\hxp is conducred in unusual circumstances (¢.g.
significant unexplained geographic distance between the financial
mstituton and the customer)

b, Non-resident customers.

c.  legal persons ovarrangements that manage the assers of third pasties.

d. Companies that have nominge shareholders or shaces in bearer form.

¢ Acuvities that are cash-intensive or susceptible to money laundering or
rerrorism financing.

£ The ownership structure of the company appears unuseal or excessively

complex with no visible economic or lawful purpos: given the natire of

Th&’ (.'«‘3”17)‘%1'1'{ S !)‘x’\‘]l""‘§§4

oo DBusiness rcr'rluwhxm and rransaciions conducted cther dhan “face-to-
fuce”

b Business relationships conducted inoor with countiies as tdentified in
S,C i 11{h) below.

, ¢ sans ("PEP™ or customers Enked to o PP
.

15 unclear

ehirier worth customers, or cusiomers whose source of income or assers

k.o Busime wiivities dentitied by the FIU, Do Afohumstan Bank or rhe

FATE a¢ migh sk for money lnundering or fnancing of tereorsim.

2. Counny or grogiap s usk fncrcrs:
Counntries classified by credible sources, such as mutuad ev ha.m\,u TepOrts
or publislied followson rweporiz, as aof having adequate
sysLems,
b Countries identified by Da Afehanistan Bank or the 130 as hugh risk
¢, Counteies subject to sanctons, embargos or sinwlar aeasares sssued by,
for exzaupls, the United Navons.
o Counmes classified by credible sources tonitfizant levels of
cotruption or other criminal acnviey.
e Countues or prographic aress classilied by credible sources as prowds
funding or support for terrorist asuvites, o that have deswnared terors
ANIZATCNS Gyt atm;_) \\uhm thety country.
3 ¢ iervery channel ms)
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When assessing the money laundering and terrorist financing risks relating to wpes of

customers, countries or geopmphic areas and parnicular products, services, transactions

or delivery channels, banks and MIFIs can have regard to the following potendally low
sk struatons that would require the applicadon of simolified costomer due diligence;
(3} Customer risk factors

1

s
2

Banks and MI'ls and Designated Non-Financial Businesses and Professions — where they

are subject to. requrements 1o combat money laundering and terrorism  financing
consistent with . the FATEF Recommendations, have effecuvely implemented  those
requirements;- and are effectively supervised or monitored 1 accordance with the
Recommendations to ensure compliance with those requirements.

Compantes listed on a srock exchange and subject to disclosure requirements {either by
law, or stock exchange rules or other binding Insuucrions or Regulatons), which define
requirements to ensure disclosure of beneficial ownership.

Public enterprises.

(4) Product, service, ransaction or delivery channel nsk facrors:

1.

Financial products or scrvices where there s a proven low risk of money laundering or
terrorist financing which occurs o seictly limited and justified circumstances and it relates
to a particular type of financial institution or activity or a financial activiry is carried out by
a narural or legal person on an occasional or very limited basis such that there is a low risk
of money laundering and terronst financing and that are provaded to a low nsk customer
for financial inclusion purposes.

(%) Country msk facrors:

1

Countries classified by credible sources, such as murual - cvaluaton epocs, as having
effective AMIL/CET systems.

C

untries classified by credible sources as having o low level of comrupbon or other
criminal actvity.




